|  |
| --- |
| **اطلاعات عمومی** |
| **نام گزارش دهنده** |  |
| **تاریخ** |  |
| **شماره تماس** |  |
| **برنامه شکار باگ** | ☑ شکار باگ محصولات |
| **نام محصول یا آدرس سامانه مورد آزمون** |  |
| **آیا تمایل دارید نام شما اعلام شود؟**اعلام نام در مورد برنامه شکار باگ محصولات در لاگ تغییرات نسخه مربوطه انجام خواهد شد. در خصوص برنامه شکار باگ سامانه‌ها اطلاعات در صفحه تالار افتخارات شکارچیان باگ منتشر خواهند شد. | [x]  خیر[x]  بله فقط نام مستعار .........[x]  بله فقط نام کامل[x]  بله نام کامل به همراه نام مستعار ......... |
| **اختصاصی برنامه شکار باگ محصولات** |
| **نوع باگ (محصولات)**فقط یک گزینه انتخاب شود. (طبق جدول جزئیات [برنامه شکار باگ](https://www.padvish.com/fa-ir/support/bug-bounty))تعاریف RCE و LPE در <https://kb.amnpardaz.com/2018/507> | [ ]  اجرای کد از راه دور (RCE) در پردازه اصلی (دسترسی SYSTEM)[ ]  اجرای کد از راه دور (RCE) در پردازه رابط کاربری (دسترسی پایین)[ ]  افزایش سطح دسترسی محلی (LPE)[ ]  از کار انداختن محصول با کاربر غیر ادمین |
| **شماره نسخه محصول (فقط شکار باگ محصولات)** |  |
| **شماره دقیق نسخه سیستم عامل (فقط شکار باگ محصولات)** |  |
| **جزئیات پیوست** |
| **ارسال موارد اجباری (حداقل یک مورد)** | [ ]  برنامه PoC[ ]  شرح دقیق گام های باز تولید و مشاهده باگ |
| **موارد اختیاری** | [ ]  فیلم تشریح باگ [ ]  راهکار پیشنهادی جهت رفع |